**Database Log**

**Algorithm last run on 17.01.2023**

**Added 13 new leaks from HIBP on 07.04.2023 to the end of the database**

**\*\* = breaches.net**

Removed line 8: 2,844 Separate Data Breaches

Line 20 Adobe Unknown hashing

Removed line 38: Anti Public Combo List

Removed line 66: Bitcoin Security Forum Gmail Dump

Line 105: Clash of Kings salted according to <https://www.zdnet.com/article/hacker-steals-forums-of-clash-of-kings-mobile-game/>

Removed line 114: Collection #1

Line 157: Elance salted according to <https://www.ibtimes.co.uk/elance-data-breach-hacker-leaks-1-3-million-accounts-staffing-platform-1605368>

Removed Line 158: Emotet

Removed line 165: Estonian Citizens (via Estonian Cybercrime Bureau)

Removed line 171: Exploit.in

Line 171 EyeEm salted and 22360765 passwords. Check !not found!

Line 186 Florida Virtual School: changed Number of Passwords to 368,000, as HIBP accounted for the parent emails for each student in their total number

Removed line 258 Kayo.moe Credential Stuffing List

Line 266 Leet salted from <https://news.softpedia.com/news/data-for-6-million-minecraft-gamers-stolen-from-leet-cc-servers-507445.shtml>

Line 268 Lifeboat unsalted from HIBP, “straight MD5 hashes”

Line 290 Manga Traders decided it is unsalted based on the formulation on HIPB, “ The passwords were weakly hashed with a single iteration of MD5 leaving them vulnerable to being easily cracked”

Line 310 Morele.net actually md5crypt from HIBP and salt from documentation

Removed line 341 Onliner Spambot

Removed line 351 Pemiblanc

Removed line 389 RedLine Stealer

Line 484 Vtech no salt from <https://www.troyhunt.com/when-children-are-breached-inside/>

Line 514 XKCD actually phpBB3 hashing not MD5, from \*\*

Removed line 519 Yandex Dump

Line 359 Pokemon Creed updated number of passwords to 139,631 as found in leak

Line 104 ClearVoice Surveys updated number of passwords to 14,082,399 as found in leak

Line 463 Unico Campania updated number of passwords to 166,173 as found in leak

**!not found!**

Line 17 Acne.org“2 step, 1 way encryption”. Got IPB from \*\*

Line 26 Ahashare.com got MD5 from \*\*

Line 29 Ajarn got MD5 from \*\*

Line 37 Animoto got SHA-256 from finding the leak and \*\*

Line 45 Ashley Madison got bcrypt from \*\*

Line 46 Astropid got MD5 from \*\*

Line 47 Aternos got MD5 from \*\*

Line 49 Avast got SHA-1 from \*\*

Line 56 Beautiful People got Unknown from \*\*

Line 57 Bell(2014) got plain text from \*\*

Line 61 Bhinneka got “Base64 encryption text or two-way encryption” from <https://cyberthreat.id/en/read/42/Tokopedia-Bukalapak-and-Bhinneka-Leaks-Data-Who-Cares>

Line 65 Biohack.me got unknown from \*\*

Line 70 Black Hat World got vB from \*\*

Line 73 BlankMediGames not actually not found, got phpass from HIBP, however I used phpBB3 according to \*\*

Line 80 Boxee got vB from \*\*

Line 84 BTC-E actually multiple according to \*\* with SHA-512 and scrypt

Line 91 Cannabis.com got SHA-1 from \*\*

Line 122 CTARS Unknown

Line 134 Descomplica got Unknown from \*\*

Line 135 Devil-Torrents.pl Unknown

Line 136 devkitPro got phpBB3 from \*\*

Line 143 Doxbin got bcrypt from \*\*

Line 167 europa.jobs got SHA-1 from \*\*

Line 171 EyeEm got salted SHA-1 from <https://en.wikipedia.org/wiki/EyeEm#:~:text=On%20February%2016%2C%202019%2C%20EyeEm,with%20the%20SHA%2D1%20algorithm>. and 22,360,765 passwords from <https://www.theregister.com/2019/02/11/620_million_hacked_accounts_dark_web/>

Line 175 Fanpass got Unknown from \*\*

Line 181 Final Fantasy Shrine got vB from \*\*

Line 184 FlexBooker got Unknown from \*\*

Line 186 Florida Virtual School got Unknown from \*\*

Line 189 Forbes got phpBB from \*\*

Line 193 Freedom Hosting II got bcrypt from \*\*

Line 197 Fur Affinity got SHA-1BCRYPT CUSTOM from \*\*

Line 201 Gamerzplanet got vB from \*\*

Line 206 Gawker got bcrypt from \*\*

Line 210 GFAN got vB from \*\*

Line 216 GTAGaming got MD5 and salt from <https://www.vice.com/en/article/53dkbn/grand-theft-auto-fan-site-hacked>

Line 220 hackforums.net got MyBB from \*\*

Line 225 Heroes of Newerth got vB from \*\*

Line 233 Houzz Unknown

Line 241 Imavex got Unknown from \*\*

Line 247 InterPals actually multiple from \*\*

Line 249 iPmart got vB from \*\*

Line 255 JobStreet got base64 from \*\*

Line 273 Linux Mint got phpBB from \*\*, also mentioned on HIBP

Line 279 Lord of the Rings Online got vB from \*\*

Line 280 Lounge Board MyBB as it is mentioned on HIBP

Line 287 MajorGeeks got vB from \*\*

Line 289 Malwarebytes got IPB from \*\*

Line 296 Mathway got Wordpress from \*\*

Line 297 MCBans got SHA-512 from \*\*

Line 300 Minecraft Pocket Edition Forum got MyBB from \*\* and salted from <https://www.databreaches.net/minecraft-pocket-edition-forum-hacked-dumped/>

Line 301 Minecraft World Map got MyBB from \*\*

Line 302 Minefield actually multiple according to \*\*

Line 312 MPHG Unknown, vBulletin mentioned in HIBP

Line 316 MyFHA got Unknown from \*\*

Line 320 myRepoSpace got MD5 from \*\* and <https://www.reddit.com/r/jailbreak/comments/3c9qr1/discussion_myrepospace_user_data_leaked/>

Line 322 MyVidster got SHA-1 from \*\*

Line 329 NextGenUpdate got vB from \*\*

Line 330 Nexus Mods got IPB from \*\*

Line 331 Nihonomaru got vB from \*\*

Line 336 NVIDIA got NTLM from HIBP and no salt from <https://www.crowdstrike.com/cybersecurity-101/ntlm-windows-new-technology-lan-manager/#:~:text=In%20NTLM%2C%20passwords%20stored%20on,protect%20it%20from%20cracking%20techniques>.

Line 344 Ordine Avvocati di Roma got plain text from \*\*

Line 346 OwnedCore got MD5 from \*\*

Line 350 Peatix got NSLDAPS from \*\*

Line 353 PHP Freaks actually multiple from \*\*

Line 360 Plex got vB from \*\*

Line 374 PS3Hax got vB from \*\*

Line 376 PSX-Scene got vB from \*\*

Line 377 Qatar National Bank got plain text from \*\*, question it!

Line 378 QIP got plain text from \*\*, question it!

Line 379 Quantum Booter got SHA-1 from \*\*

Line 383 R2Games got vB from \*\*

Line 395 Royal Enfield got Unknown from \*\*

Line 402 ShareThis got DEScrypt from \*\*

Line 412 SlideTeam got Magento from <https://news.kaduu.ch/2022/08/25/worlds-largest-supplier-of-powerpoint-content-hacked/>

Line 417 Societa Italiana degli Autori ed Editori got Unknown from \*\*

Line 421 SpyFone got Unknown from \*\*

Line 423 StarNet got Unknown from \*\*

Line 424 START Unknown

Line 442 Team SoloMid got IPB from \*\*

Line 444 Teracod got Unknown from \*\*

Line 445 Tesco got plain text from \*\*

Line 448 The Fappening got XF from \*\*

Line 449 The Fly on the Wall got Unknown from \*\*

Line 450 TheTVDB.com got MySQL5

Line 453 ThisHabbo Forum got vB from \*\*

Line 454 Tokopedia got SHA2-384 from HIBP and salted from <https://www.zdnet.com/article/hacker-leaks-15-million-records-from-tokopedia-indonesias-largest-online-store/>

Line 455 ToonDoo got MD5 from \*\*

Line 458 Travelio got Unknown from \*\*

Line 460 TruckersMP Unknown

Line 465 UN Internet Governance Forum got Unknown from \*\*

Line 471 Utah Gun Exchange got Wordpress from \*\*

Line 473 uuu9 got MD5 from \*\*

Line 475 vBulletin got vB from \*\*

Line 477 Verified got MD5 from \*\*

Line 481 Vodafone got bcrypt from \*\*

Line 492 WedMeGood got Unknown from \*\*

Line 496 WHMCS actually multiple

Line 498 Wife Lovers DEScrypt from HIBP (I am assuming DEScrypt uses salt)

Line 500 WildStar actually multiple from \*\*

Line 502 Win7Vista forum actually multiple from \*\*

Line 507 WPSandbox deduced plain text

Line 509 xat got CRC32 from \*\*, no salt as algorithm doesn’t seem to support it

Line 511 Xbox-Scene got IPB from \*\*

Line 516 XSplit got SHA-1 from \*\*

Line 531 Спрашивай.ру got plain text from \*\*

!multiple!

Line 9 500px “ either an MD5 or bcrypt password hash”

Line 22 Adult-Fanfiction.org “passwords stored as both MD5 hashes and plain tex”

Line 35 Anime-Planet “passwords stored as unsalted MD5 hashes and for newer accounts, bcrypt hashes”

Line 54 Battlefield Heroes not actually multiple, just MD5 no salt

Line 66 Bitcoin Talk actually multiple according to <https://www.ccn.com/bitcoin-exchange-btc-e-bitcointalk-forum-breaches-details-revealed/>

9% used MD5 with salt. Rest used sha256crypt

Line 67 Bitly “ most using SHA1 with a small number using bcrypt”

Line 84 BTC-E got SHA-512 and scrypt from \*\*

Line 86 Bukalapak “passwords stored as bcrypt and salted SHA-512 hashes”

Line 95 CashCrate “passwords stored in plain text for older accounts along with weak MD5 hashes for newer ones”

Line 131 DatPiff not actually multiple, “The original data source allegedly contained usernames, security questions and answers and passwords stored as MD5 hashes with a static salt.”

Line 146 Dropbox “half of them SHA1, half of them bcrypt” uneven total number, +1 to SHA-1

Line 151 Dungeons & Dragons Online got vB from \*\*

Line 160 EpicBot “ passwords stored as either salted MD5 or bcrypt hashes”

Line 177 Fashion Nexus “passwords stored as a mix of salted MD5 and SHA-1 as well as unsalted MD5 passwords”. Decided to only use salted MD5 and SHA-1 and also split the number 50/50, with +1 to MD5.

Line 198 Gaadi “ passwords stored in both plain text and as MD5 hashes”

Line 214 gPotato not actually multiple, just MD5

Line 230 Hookers.nl changed total to 290,871, split it 241,547 salted MD5 and 49,324 bcrypt from <https://scatteredsecrets.medium.com/hookers-nl-breach-cracking-57-of-the-passwords-in-three-days-da613bbac32b>

Line 243 imgur not actually multiple, just SHA-256. Some were cracked and were available in plain text

Line 247 InterPals got MD5 and phpBB from \*\*

Line 270 Liker, not actually multiple, just bcrypt. Security q&a were available in plain text

Line 288 MALL.cz MD5, SHA-1 + salt, bcrypt, from <https://blog.mall.cz/mall-partner/q-a-vse-co-jste-chteli-vedet-o-bezpecnosti-na-mall-cz-451.html>

Line 302 Minefield got IPB and phpBB from \*\*

Line 317 MyFitnessPal SHA-1 and bcrypt from HIBP

Line 339 OGUsers (2021 breach) “passwords stored as either salted MD5 or argon2 hashes”

Line 353 PHP Freaks got IPB and SMF from \*\*

Line 355 Pixel Federation not actually multiple, just unsalted MD5

Line 396 Russian America “passwords stored in both plain text and as MD5 hashes”

Line 401 Shadi.com not actually multiple, just MD5 and deduced no salt

Line 406 Short Edition “passwords stored as either salted SHA-1 or salted SHA-512 hashes”

Line 412 Smogon “both bcrypt and MD5 password hashes”

Line 432 SubaGames not actually multiple, just salted MD5

Line 435 SweClockers.com “passwords stored with a combination of MD5 and SHA512”

Line 451 Thingiverse “passwords stored as either unsalted SHA-1 or bcrypt hashes”

Line 482 Void.to “passwords stored as either salted MD5 or bcrypt hashes”

Line 485 Wanelo “ passwords stored as either MD5 or bcrypt hashes”,  (3 million MD5 & the rest bcrypt) from <https://www.zdnet.com/article/a-hacker-has-dumped-nearly-one-billion-user-records-over-the-past-two-months/>

Line 490 We Heart It “password hashes, 80% of which were salted SHA-256 with the remainder being MD5 with no salt”

Line 494 Whitepages “passwords stored as either a SHA-1 or bcrypt hash”

Line 496 WHMCS MD5 and WHMCS from \*\*

Line 500 WildStar got MD5 and IPB from \*\*

Line 502 Win7Vista Forum MD5 and IPB from \*\*

**Available as plain text originally**

Line 16 AbuseWith.us Unknown hash

Removed line 58 Bell (2017 breach) plain text was only referring to employee passcodes

Line 64 Unknown salted hash according to <https://www.databreaches.net/data-from-2014-hack-of-childrens-online-game-bin-weevils-leaked-online-hacker-claims-20m-records/>

Removed line 103 Cit0day

Removed line 115 Coupon Mom / Armor Games

Line 123 CyberServe got Unknown from \*\*

Removed line 246 Intelimost

Line 265 League of Legends changed number of passwords to 32MIL, as that is the original number of users. Hashing Unknown according to \*\*

Removed line 286 mail.ru Dump

Line 288 MALL.cz actually multiple

Line 309 Moneycontrol Unknown hash

Line 333 Non Nude Girls actually 178,201 passwords that were hashed with an Unknown function

Removed line 526 Zoosk (2011) fabricated breach

Security questions

Line 66 Bitcoin Talk

Line 131 DatPiff

Line 214 gPotato

Line 270 Liker